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Creating Account 
In order to start working with the GuardSaaS system, you should register. You must have a 
valid  e-mail. Click the link http://app.guardsaas.com/register and enter the following: 
Å Your name or company name 
Å E-mail address 
Å Country 
Å Password 
Settings of the system and the cost of use will depend on the correctly  
chosen country. Pricing policy slightly differs for different countries.  
Furthermore, during payments the only available currency is that used  
in the selected country. 
wŜŀŘ ǘƘŜ ǘŜǊƳǎ ƻŦ ǳǎŜ ŀƴŘ ŎƭƛŎƪ ǘƘŜ άL ƘŀǾŜ ǊŜŀŘ ŀƴŘ ŀƎǊŜŜ ǿƛǘƘ ǘƘŜ  
¢ŜǊƳǎ ƻŦ ¦ǎŜά ŎƘŜŎƪōƻȄΦ ¢ƘŜƴ ŎƭƛŎƪ ϦwŜƎƛǎǘŜǊϦΦ 
The system will receive the data and send an e-mail specified before. In order to continue 
with the registration, you need to find the e-mail and click the specified link. You will be 
automatically logged into the system. Registration is over now. Always remember your 
username (E-mail) and password. Remember the link http://app.guardsaas.com/login for 
the next login. You can also use the following secure SSL link - 
https://app.guardsaas.com/login.   
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Registering Converters 
Go to the ά9ǉǳƛǇƳŜƴǘϦ and click the "Add new ŎƻƴǾŜǊǘŜǊά. 

 
 
 
 
 
 
 
 

In order to provide the communication between server and converter, enter the serial 
number located on the body of the converter. In addition, enter the password to work 
with converter. The initial password is supplied with the equipment. Later on, for the 
security reasons, you should change it. Enter the serial number of the converter, and 
the password. Click the "Register" button. In a few seconds converter will appear in 
            the list of converters if credentials are 
            correct, and converter is properly  
            connected to the Internet. 



If converter is not identified, examine its connection to the Internet. Besides, you can 

additionally configure converter on the GuardSaaS server. 

To do this, you should turn on your converter  

and enter the serial number and authentication  

ƪŜȅ ƻƴ ǘƘŜ ŎƻƴǾŜǊǘŜǊΩǎ ƛƴƛǘƛŀƭ ŎƻƴŦƛƎǳǊŀǘƛƻƴ ǇŀƎŜ  

http://hw.rfenabled.com. 

 

¢ƘŜƴ ŎƭƛŎƪ ϦbŜȄǘάΦ 

 

 

 

hƴ ǘƘŜ ƴŜȄǘ ǇŀƎŜ ŎƘƻƻǎŜ ǘƘŜ άDǳŀǊŘ SaaSέ  

ƻǇǘƛƻƴΦ ¢ƘŜƴ ŎƭƛŎƪ ϦbŜȄǘάΦ  

Your converter will be redirected during the  

next connection. 

 

 

 

 

http://hw.rfenabled.com/


¢ƻ ǾƛŜǿ ǘƘŜ ŘŜǘŀƛƭŜŘ ƛƴŦƻǊƳŀǘƛƻƴ ŀōƻǳǘ ŎƻƴǾŜǊǘŜǊΣ ŎƭƛŎƪ Ϧ5ŜǘŀƛƭǎέΦ ¸ƻǳ Ŏŀƴ ŀƭǎƻ ŜƴǘŜǊ ŀ 
description and the time zone. 
 
 
 
 
 
 
 
 

 

If equipment is connected correctly, converter will automatically detect the connected 
controllers. It will be displayed in the list of controllers. 
If no errors occurred, the color of indicators for controllers and converters will be 
changed to green. That means you can start using the system. 
The following information is provided in the list of converters: type, serial number, 
description, number of active controllers. 
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Configuring Controllers 
Click the "Details" button  to configure each of the controllers. The following options are 

available: 

Å Description - 9ƴǘŜǊ ŀ ŎƻƴǘǊƻƭƭŜǊΩǎ ŘŜǎŎǊƛǇǘƛƻƴΦ 

Å Open time - Enter the time during which the voltage is applied or removed from the 

lock, from 0.1 to 25.5 seconds. 

Å Wait open time - Enter the time during which the normal door opening is expected, 

from 0.1 to 25.5 seconds. 0 - no control. 

Å Wait close time - Enter the time after door was opened, during which it should be 

closed, from 0.1 to 25.5 seconds. 0 - no control. 

Å For registration new cards - If you select "Yes", this controller can be used to register 

new cards in the system. 

 

 



The state of controller can be identified by its color indicator. 

Å Green - converter is online 

Å Yellow - converter is offline 

The following information is provided in the list of controllers: type, serial number, 

description, name of object, state. 

Lƴ ǎƻƳŜ ŎŀǎŜǎΣ ŎƻƴǘǊƻƭƭŜǊ Ŏŀƴ ōŜ ŘŜŀŎǘƛǾŀǘŜΦ ¢ƻ Řƻ ǘƘƛǎΣ ŎƭƛŎƪ ǘƘŜ ά5ŜǘŀƛƭǎϦ ƻŦ ŀ 

ǇŀǊǘƛŎǳƭŀǊ ŎƻƴǘǊƻƭƭŜǊ  ŀƴŘ ǘƘŜƴ ŎƭƛŎƪ Ϧ5ƛǎŀōƭŜϦΦ !ŦǘŜǊ ǘƘŀǘΣ ǘƘƛǎ ŎƻƴǘǊƻƭƭŜǊΩǎ ŜǾŜƴǘǎ  ǿƛƭƭ 

not be presented in reports. Controller can also be deleted after deactivation.    
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Configuring Objects 
To simplify the access rules configuration, the concept of an Object is implemented in 

the GuardSaaS. Objects are independent rooms where access should be controlled. At 

least one object should exist in the system. 

9ŀŎƘ ŎƻƴǘǊƻƭƭŜǊ ƛǎ ŀǎǎƛƎƴŜŘ ǘƻ ƻōƧŜŎǘ ǘƻ ǇǊƻǾƛŘŜ ŀŎŎŜǎǎ ŦƻǊ ƛǘΦ !ƭƭ ŎƻƴǘǊƻƭƭŜǊǎΩ ǎŜǘǘƛƴƎǎ ŦƻǊ 

one  object are the same. 

By default, one object is created. You can set any name of object and/or create new 

object(s). To manage Objects, go to άCŀŎƛƭƛǘƛŜǎά http://app.guardsaas.com/object/list 

 

http://app.guardsaas.com/object/list


You can create a new object, delete or edit an existing one. To create an object, click 
"Add new Object". 
 
 
 
When creating/editing an object, the following should be entered: 
Å Name ς ŜƴǘŜǊ ǘƘŜ ƻōƧŜŎǘΩǎ ƴŀƳŜΣ ŦƻǊ ŜȄŀƳǇƭŜΣ άIŜŀŘ ƻŦŦƛŎŜϦΣ Ϧ!ŎŎƻǳƴǘƛƴƎέ 
Å Color ς select the color which facilitates a further work with reports. 

 
 
 
 
 

 
 
 
¢ƻ ŎƻƴǘƛƴǳŜΣ ŎƭƛŎƪ ǘƘŜ άbŜȄǘϦ ōǳǘǘƻƴ ŀǘ ǘƘŜ ōƻǘǘƻƳ ƻŦ ǘƘŜ ǎŎǊŜŜƴΦ 
 
 



In the "Controllers" section, select which controller(s) serve the room. Typically one 
controller belongs to one room. 
/ƭƛŎƪ ǘƘŜ άLƴǾŜǊǎƛƻƴϦ ŎƘŜŎƪōƻȄ ƛŦ ǘƘƛǎ ŎƻƴǘǊƻƭƭŜǊ ōŜƭƻƴƎǎ ǘƻ ǘǿƻ ŎƻƴƧǳƎŀǘŜŘ ǊƻƻƳǎ όŀ 
door between two rooms). This option is also used in cases of installation errors, when 
sometimes it is easier and faster to invert the input and output programmatically. 
 

 

 

 

 

 

 

 

 

¢ƻ ŎƻƴǘƛƴǳŜΣ ŎƭƛŎƪ ǘƘŜ άbŜȄǘϦ ōǳǘǘƻƴ ŀǘ ǘƘŜ ōƻǘǘƻƳ ƻŦ ǘƘŜ ǎŎǊŜŜƴΦ 

 

 

 



Set the required time zones. Time zones can be set with the standard intervals and 
days of the week, which you can then use to configure access rules. Later on, when 
you set access rules, you can only select one of the existing zones. 
 
 

 

 

 

 

 

 

 

 

 

¢ƻ ǎŀǾŜ ȅƻǳǊ ŎƘŀƴƎŜǎΣ ŎƭƛŎƪ Ϧ{ŀǾŜΦά 
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Configuring Departments 
Departments in the system are used to manage groups of employees. At least one 
department should exist.  

¢ƻ ƳŀƴŀƎŜ 5ŜǇŀǊǘƳŜƴǘǎΣ Ǝƻ ǘƻ Ϧ5ŜǇŀǊǘƳŜƴǘǎά 
http://app.guardsaas.com/department/list 

 

http://app.guardsaas.com/department/list


You can create, delete or edit Departments. To create a department, click the "Add 

ƴŜǿ ŘŜǇŀǊǘƳŜƴǘάΦ 

 

 

Enter the name of the Department. Name the department so that it is clear to all 

users, for example, "Accounting" or "Administration". 

 

 

 

 

 

 

 

¢ƻ ŎƻƴǘƛƴǳŜΣ ŎƭƛŎƪ ǘƘŜ άbŜȄǘϦ ōǳǘǘƻƴ ŀǘ ǘƘŜ ōƻǘǘƻƳ ƻŦ ǘƘŜ ǎŎǊŜŜƴΦ 

 



Lƴ ǘƘŜ ά5ŜǇŀǊǘƳŜƴǘ {ŎƘŜŘǳƭŜϦ ǎŜŎǘƛƻƴΣ ŜƴǘŜǊ ǘƘŜ ŘŜǎƛǊŀōƭŜ Řŀǘŀ ŦƻǊ ǘƘŜ ǘƛƳŜ ŎƻƴǘǊƻƭΦ 
Reports are based on these parameters. The following additional options are available: 

Å Start early - the time (in min.) which defines an allowable limit of time to show up 
at work before it starts. By default it is 30 minutes. 

Å Start late - the time (in min.) which defines  an allowable limit of time to show up 
at work after it starts. By default it is 10 minutes. 

Å End early - the time (in min.) which defines an allowable limit of time to leave 
work place before it ends. By default it is 10 minutes. 

Å End late - the time (in min.) which defines an allowable limit of time to leave work 
place after it ends. By default it is 30 minutes. 

Å Out of office - the time (in min.) which defines the total allowable limit of absence  
at work place during working hours of the day. By default it is 30 minutes. 



Described above data can be used to create reports with information about 
attendance and time spent by employees at the work place. 
 
 

 

 

 

 

 

 

 

 

¢ƻ ŎƻƴǘƛƴǳŜΣ ŎƭƛŎƪ ǘƘŜ άbŜȄǘϦ ōǳǘǘƻƴ ŀǘ ǘƘŜ ōƻǘǘƻƳ ƻŦ ǘƘŜ ǎŎǊŜŜƴΦ 

 

 

 



Lƴ ǘƘŜ ά5ŜǇŀǊǘƳŜƴǘ ¢ƛƳŜ ½ƻƴŜǎϦ ǎŜŎǘƛƻƴ ȅƻǳ Ŏŀƴ ŘŜŦƛƴŜ ǎŜǘǘƛƴƎǎ ƛƴ ŜǾŜǊȅ ǊƻƻƳ ŦƻǊ ŀƭƭ 
employees of department. 
The "Access type" menu allows you to select the following permissions: "Everywhere" or  

άBy objectsάΦ LŦ ȅƻǳ ǎŜƭŜŎǘ ά.ȅ ƻōƧŜŎǘǎάΣ ȅƻǳ ǎƘƻǳƭŘ ŀǎǎƛƎƴ ǇŜǊƳƛǎǎƛƻƴǎ ŦƻǊ ŜŀŎƘ ƻōƧŜŎǘ ŎǊŜŀǘŜŘ 
ƛƴ ǘƘŜ ǎȅǎǘŜƳΦ  ¢ƘŜ άWork zoneέ option allows you to choose whether to consider time 
spent on the object as working. The following access options are available: 

Å Never 

Å Always (default) 

Å By schedule όŀǾŀƛƭŀōƭŜ ƻƴŎŜ ά.ȅ ƻōƧŜŎǘǎέ Ƙŀǎ ōŜŜƴ ǎŜƭŜŎǘŜŘύ 
 

 

 

 

 

 

 
 

¢ƻ ǎŀǾŜ ȅƻǳǊ ŎƘŀƴƎŜǎΣ ŎƭƛŎƪ Ϧ{ŀǾŜάΦ     
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Configuring Employees 
¢ƻ ƳŀƴŀƎŜ 9ƳǇƭƻȅŜŜǎΣ Ǝƻ ǘƻ Ϧ9ƳǇƭƻȅŜŜǎά http://app.guardsaas.com/employee/list 

You can create, delete or edit employees. 

 

 

 

 

 

 

 

 

¢ƻ ŀŘŘ ŀ ƴŜǿ ŜƳǇƭƻȅŜŜΣ ŎƭƛŎƪ ǘƘŜ Ϧ!ŘŘ ƴŜǿ ŜƳǇƭƻȅŜŜάΦ 

 

 

 

 

 

http://app.guardsaas.com/employee/list


9ƴǘŜǊ ȅƻǳǊ ŜƳǇƭƻȅŜŜΩǎ ǇŜǊǎƻƴŀƭ ŘŀǘŀΣ ŀǎǎƛƎƴ ŀŎŎŜǎǎ ǊƛƎƘǘǎΦ ¢ƘŜǊŜ ŀǊŜ ǘǿƻ ŀŎŎŜǎǎ ǘȅǇŜǎ 

available:  

Å Everywhere 

Å By objects 

Select the necessary access from the drop-down menu: 

Å Never - access is denied 

Å Always ς access is permitted always 

Å By schedule - select one of the seven desired time zones (defined in time zones of 

every object) 

Å By department schedule - department schedule will be used 

¢ƘŜ ά²ƻǊƪ ȊƻƴŜϦ ƻǇǘƛƻƴ ƛǎ ǳǎŜŘ ǘƻ ǘǊŀŎƪ ǿƻǊƪ ǘƛƳŜΦ ¢ƘŜ ŦƻƭƭƻǿƛƴƎ ƻǇǘƛƻƴǎ ŀǊŜ ŀǾŀƛƭŀōƭŜΥ 

Å By department - time spent at the facility /facilities is considered according to the 

ŘŜǇŀǊǘƳŜƴǘ ǘƛƳŜ ȊƻƴŜǎ ǎŜǘǘƛƴƎǎ όά²ƻǊƪ ȊƻƴŜέ ŎƘŜŎƪōƻȄύ 

Å No - time spent at the facility/facilities is not considered as working time 

Å Yes - time spent at the facility/facilities considered as working time 

 



 

 

 

 

 
 

¢ƻ ŎƻƳǇƭŜǘŜ ǘƘŜ ǇǊƻŎŜŘǳǊŜ ƻŦ ŀŘŘƛƴƎ ŀ ƴŜǿ ŜƳǇƭƻȅŜŜΣ ŎƭƛŎƪ Ϧ{ŀǾŜάΦ LŦ ȅƻǳ ǿŀƴǘ ǘƻ 
ŀǎǎƛƎƴ ŀƴƻǘƘŜǊ ŎŀǊŘ ŦƻǊ ŀƴ ŜƳǇƭƻȅŜŜΣ ŎƭƛŎƪ ǘƘŜ Ϧ{ŀǾŜ ŀƴŘ /ƻƴǘƛƴǳŜά ōǳǘǘƻƴΦ ¢ƘŜ 
ά!ŎŎŜǎǎ /ƻƴǘǊƻƭά ǎŜŎǘƛƻƴ ƛǎ ŀƭǎƻ ŀǾŀƛƭŀōƭŜ ŀǘ ǘƘŜ ƭƻǿŜǊ-right corner. Change access 
settings if any mistakes were done in the previous step. 
 

¢ƻ ŀŘŘ ŀ ŎŀǊŘΣ ŎƭƛŎƪ ǘƘŜ Ϧ!ŘŘ ŎŀǊŘάΦ 



¢ƘŜ άbŜǿ ŎŀǊŘά ǿƛƴŘƻǿ ǿƛƭƭ ŀǇǇŜŀǊΦ 

 

 
 

 

 

 

 

 

The following 3 ways of assigning a card are available: 

Å Manual entry of the card number ς type the 8-ŘƛƎƛǘ ŎŀǊŘΩǎ ƛŘŜƴǘƛŦƛŜǊ ŦǊƻƳ ǘƘŜ 
keyboard. Use the "Manual enter" checkbox to prevent taking other card's identifiers 
during the door passing.  

Å Automatic ς swipe a card near any reader. A number is displayed right away. The 
ǎȅǎǘŜƳ ƛƴǘŜǊǊƻƎŀǘŜǎ ƻƴƭȅ ǘƘƻǎŜ ŎƻƴǘǊƻƭƭŜǊǎ ǘƘŀǘ ƘŀǾŜ ǘƘŜ άCƻǊ ǊŜƎƛǎǘǊŀǘƛƻƴ ƴŜǿ ŎŀǊŘǎϦ 
option enabled in the controllers configuration. 
You can also use a USB card reader installed locally on your computer. 




















































